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Abstract of the contribution: This paper proposes a method used by an ANDSF-capable UE when it is triggered to select a WLAN access network by an “active” ISMP or ISRP rule. The “active” ISMP or ISRP rule can be a standard rule as defined in Rel-11, or an “enhanced” rule which contains additional WLAN preferences that are based on HS2.0 advertized parameters.
1. Discussion and Background
This section provides some background information with respect to how a UE can be triggered by the provisioned ANDSF policy to select a WLAN access network. 
1.1.
WLAN Selection Triggered by ISMP Policy 

The WLAN-selection behavior of a UE that can not simultaneously route traffic over multiple accesses is based on the provisioned ISMP policy in the UE. This ISMP policy is composed by one or more ISMP rules. In the example shown in Fig. 1, the UE has 4 ISMP rules: Two from VPLMN-A (with different priorities), one from HPLMN (that applies only when non-roaming), and one from VPLMN-B. The UE can have at most one ISMP rule “active” at any time (the active ISMP rule is the one applied by the UE). In the example shown in Fig. 1, the UE is assumed to be roaming into VPLMN-A, thus the “active” ISMP rule is the highest-priority valid ISMP rule provided by VPLMN-A. Note that the ISMP rule provided by the HPLMN in this example, applies only when the UE is not roaming. It is important to note that a UE can have an “active” ISMP rule only after it has registered to a PLMN.
Note: This document does not discuss how the UE determines the “active” ISMP rule, i.e. how it can resolve potential conflicts between several valid rules. This is considered a different issue and should be addressed seperately. 
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Fig. 1: Example of ISMP policy.
A UE that is provisioned with the ISMP policy shown in Fig. 1 is expected to attempt to discover SSID-A or SSID-B, select either one when it becomes available and then access EPC over the selected SSID (e.g. perform 3GPP-to-non3GPP handover). Further, if the UE selects SSID-B (which is not the highest priority SSID), the UE is expected to keep searching for SSID-A, and to select SSID-A when it becomes available. When neither SSID-A nor SSID-B are available, the UE is not required to access EPC over WLAN, so the UE should use 3GPP access only.

In order to make the WLAN selection in the UE more “intelligent”, the ISMP rules are expected to be enhanced and include additional properties for preferred WLANs that could be matched against the information advertized by HS2.0 APs. An example of such enhanced ISMP rule is shown in Fig. 2. A UE provisioned with such enhanced ISMP rule is expected to attempt to discover (1st priority) a WLAN that interworks with realm “example.com” and supports at least 1Mbps backhaul in the downlink direction and does not block UDP/TCP traffic on port 5060, or (2nd priority) a WLAN that only interworks with realm “example.com”. If none of the available WLANs matches the properties of the preferred WLANs, the UE does not select a WLAN but it periodically re-evaluates the available WLANs and matches them against the preferred WLANs in the active ISMP rule. The ISMP rule triggers the UE to select a WLAN (and establish EPC connectivity over this WLAN) when at least a WLAN is discovered that matches a preferred WLAN.
[image: image2.emf]Prioritized network list for EPC access:

1. WLAN, any SSID, realm = “example.com”, minimum backhaul DL bandwidth  = 1Mbps,

Support UDP/TCP traffic on port 5060

2. WLAN, any SSID, realm = “example.com”

3. 3GPP

Active ISMP rule

PLMN = VPLMN-A

Roaming = 0 or 1

RulePriority = 1

Valid ISMP rule

PLMN = VPLMN-A

Roaming = 0 or 1

RulePriority = 2

Invalid ISMP rule

PLMN = HPLMN

Roaming = 0

RulePriority = 1

Invalid ISMP rule

PLMN = VPLMN-B

Roaming = 0 or 1

RulePriority = 1

e.g.


Fig. 2: Example of “enhanced” ISMP policy.

1.2.
WLAN Selection Triggered by ISRP Policy
The WLAN-selection behavior of a UE that can simultaneously route traffic over 3GPP and WLAN accesses is based on the provisioned ISRP policy in the UE. This ISRP policy is composed by one or more ISRP rules. In the example shown in Fig. 3, the UE has 4 ISRP rules: One from VPLMN-A, one from HPLMN (that applies only when non-roaming), one from VPLMN-B and one from VPLMN-C. The UE can have at most one ISRP rule “active” at any time (the active ISRP rule is the one applied by the UE). In the example shown in Fig. 3, the UE is assumed to be roaming into VPLMN-A, thus the “active” ISRP rule is the one provided by VPLMN-A. Again, the ISRP rule from HPLMN is invalid since it applies to non-roaming scenarios only.
Note: This document does not discuss how the UE determines the “active” ISRP rule, i.e. how it can resolve potential conflicts between several valid rules. This is considered a different issue and should be addressed seperately.
As shown also in Fig. 3, each ISRP rule contains one or more “flow distribution rules” – in TS 23.402 these flow distribution rules are called “ISRP for IFOM”, “ISRP for MAPCON” and “ISRP for NSWO”. The flow distribution rules in the “active” ISRP rule can be either valid or invalid, based on their validity conditions. The UE evaluates and applies the valid flow distribution rules in the “active” ISRP rule in priority order.
A UE that is provisioned with the ISRP policy shown in Fig. 3 is expected to attempt to discover SSID-A (highest priority SSID) or SSID-B and select either one when it becomes available. Further, if the UE selects SSID-B (which is not the highest priority SSID), the UE is expected to keep searching for SSID-A, and to select SSID-A when it becomes available. When neither SSID-A nor SSID-B are available, the UE is not required (by ISRP policy) to select and use WLAN access.
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Fig. 3: Example of ISRP policy.
In order to make the WLAN selection in the UE more “intelligent”, the ISRP rules are expected to be enhanced and include additional properties for preferred WLANs that could be matched against the information advertized by HS2.0 APs. An example of such enhanced ISRP rule is shown in Fig. 4. A UE provisioned with such enhanced ISRP rule is expected to attempt to discover and select the “best” WLAN that matches the preferred WLANs in the ISRP rule. If none of the available WLANs matches the properties of the preferred WLANs, the UE does not select a WLAN but it periodically re-evaluates the available WLANs and matches them against the preferred WLANs in the active ISMP rule. The ISMP rule triggers the UE to select a WLAN (and establish EPC connectivity over this WLAN) when at least a WLAN is discovered that matches a preferred WLAN. 
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Fig. 4: Example of “enhanced” ISRP policy.
2.
WLAN Selection Triggered by ANDSF Rules
Several events can trigger a UE to start a WLAN selection procedure, e.g. when an ISMP/ISRP rule becomes active, when the user configures a new WLAN network, when the WLAN interface is enabled, etc. However, this section considers only how the UE selects a WLAN when an ISMP/ISRP rule becomes active.

Before discussing the proposed WLAN selection procedure, it is important to note the following:

1. If the UE is not connected to a WLAN network and has an “active” ISMP or ISRP rule, this means that the UE has registered to a PLMN over 3GPP access. Note that the PLMN leaf is mandatory in both ISMP and ISRP policy (see TS 24.312) and is used by the UE to determine the valid and active rules.

2. The existing I-WLAN procedure (as per TS 24.234) is not considered appropriate for WLAN selection triggered by ISMP / ISRP rules because it does not take into account the access preferences in those rules. So, the active ISMP rule may give the highest priority to SSID-A, but the I-WLAN selection procedure may select SSID-B even though SSID-A is available.

The proposed WLAN selection procedure is componsed of two independent steps: WLAN Access Selection and (optionally) PLMN Selection.

Step 1) WLAN Access Selection: When the UE has an active ISMP rule or an active ISRP rule and it is not already connected to a WLAN network, the UE performs the “WLAN access selection” procedure. With this procedure the UE discovers available WLAN networks and selects the one that best mathes the list of preferred access networks in the active ISMP / ISRP rule. The WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule is defined later on.

Below we describe an example algorithm that could be used by the UE to select the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. We note however that the details of this algorithm are expected to be defined by stage-3.

Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network. The smaller the Preference value of an access network, the more preferred this access network is.

· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application to the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator.com” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)
· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access (Preference 202)
Assume also there are the following WLAN networks available:

· WLAN-1: 
· SSID = “free-hotspot.com”

· Realm = “example2.com”

· WLAN-2: 
· SSID = “myOperator.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 
· SSID = “dummyX.org”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 
· SSID = “dummyY.org”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps
Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 
· Matches Preference 201

· WLAN-2: 
· Matches Preference 101

· WLAN-3: 
· Matches Preference 103

· WLAN-4: 
· Matches Preferences 102, 103

The UE then selects the WLAN network that matches the Preference with the smallest value. This is the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. In the above example, the UE will select WLAN-2. Note that the value of each Preference indicates the relative importance of an access network with respect to the others. Preference 101 has the highest importance as it corresponds to the flow distribution rule with Rule Priority 1 and Access Priority 1.

What happens when the UE determines that two or more WLAN networks best match the list of preferred access networks in the active ISMP / ISRP rule? In this case, the UE selects one WLAN network based on PLMN preferences, i.e. based on which WLAN supports interworking with the most preferred PLMN (as defined by HPLMN). Essentially, the UE runs the existing I-WLAN selection procedure across all WLAN networks that best match the list of preferred access networks in the active ISMP / ISRP rule.

In summary, during Step 1: The UE selects an available WLAN access network that best matches the list of preferred access networks in the active ISMP / ISRP rule. If there are two or more WLAN access networks that best match the list of preferred access networks, the UE selects one by running the existing I-WLAN procedure across all of them.
Step 2) NAI Selection: This step is executed only when EAP-AKA authentication is required over the selected WLAN network (the one selected in Step 1) so the UE needs to construct a NAI. This NAI is constructed based on the most preferred PLMN supported by the selected WLAN network. Note that the UE may have already discovered the PLMNs supported by the selected WLAN, if it executed the I-WLAN procedure in the previous Step 1. The most preferred PLMN can be determined based on existing parameters, such as the “Operator controlled PLMN list”, the “HPLMN Priority Indication”, etc.
The WLAN selection method described above (steps 1 and 2) has the following characteristics:

1. It can select any WLAN network, not only Interworking WLAN networks.

2. It selects a WLAN network based on the active ISMP / ISRP rule thus it respects the “enhanced” selection preferences in the ANDSF policy.

3. It can be used with “enhanced” selection preferences in the active ISMP / ISRP rule, thus it takes into account properties advertized by HS2.0 WLANs (e.g. supported realms, WAN capacity, etc.).

4. When there are multiple WLAN networks available that best match the selection preferences in the active ISMP / ISRP rule, it re-uses the existing I-WLAN procedure to select a WLAN network. However, this I-WLAN procedure considers only the WLAN networks that best match the active rule and, thus, it does not use the “User Contolled WLAN SSIDs” and the “Operator Controlled WLAN SSIDs” (specified in TS 23.234).
1. After WLAN access selection, a NAI can be selected if EAP-AKA authentication is required over the selected WLAN network.
******************************* START OF CHANGES *******************************
6.x
Solution #X: WLAN Selection Triggered by ANDSF Rules

6.x.1
Functional Description
According to the current specifications, after an ANDSF-capable UE selects a PLMN (e.g. over 3GPP access), then:

· The UE determines the “active” ISMP rule, in case the UE can not simultaneously route IP traffic over multiple accesses; or

· The UE determines the “active” ISRP rule, in case the UE can simultaneously route IP traffic over multiple accesses.

When an active ISMP / ISRP rule is determined, and if the active rule contains preferred WLAN networks, the UE is triggered to select a WLAN access network that best matches a preferred WLAN networks in the active ISMP / ISRP rule. This selection procedure is described in the next section and is required in order for the UE to enforce the active rule.
The active ISMP / ISRP rule is assumed to be a “standard” rule compliant with TS 24.312, Rel-11, or an “enhanced” ISMP / ISRP rule which contains additional WLAN preferences that are based on HS2.0 advertized parameters, such as “supported realms”, “minimum backhaul bandwidth”, “maximum BSS load”, etc. Below is shown an example of an “enhanced” ISRP rule which contains one flow distribution rule for NSWO and one flow distribution rule for IFOM (the flow distribution rules are defined in TS 24.312):
· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application to the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator.com”

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps, UDP/TCP traffic on port 5060 not blocked
· Access Priority 3: WLAN, any SSID, realm = “example1.com”, UDP/TCP traffic on port 5060 not blocked
· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realms = “example2.com or example1.com”
· Access Priority 2: 3GPP access
6.x.1
WLAN Selection Procedure

Several events can trigger a UE to start a WLAN selection procedure, e.g. when an ISMP/ISRP rule becomes active, when the user configures a new WLAN network, when the WLAN interface is enabled, etc. However, this section considers only how the UE selects a WLAN when an ISMP/ISRP rule becomes active.
Before discussing the proposed WLAN selection procedure, it is important to note the following:

3. If the UE is not connected to a WLAN network and has an “active” ISMP or ISRP rule, this means that the UE has registered to a PLMN over 3GPP access. Note that the PLMN leaf is mandatory in both ISMP and ISRP policy (see TS 24.312) and is used by the UE to determine the valid and active rules.

4. The existing I-WLAN procedure (as per TS 24.234) is not considered appropriate for WLAN selection triggered by ISMP / ISRP rules because it does not take into account the access preferences in those rules. So, the active ISMP rule may give the highest priority to SSID-A, but the I-WLAN selection procedure may select SSID-B even though SSID-A is available.

The proposed WLAN selection procedure is componsed of two independent steps: WLAN Access Selection and (optionally) PLMN Selection.
Step 1) WLAN Access Selection: When the UE has an active ISMP rule or an active ISRP rule and it is not already connected to a WLAN network, the UE performs the “WLAN access selection” procedure. With this procedure the UE discovers available WLAN networks and selects the one that best mathes the list of preferred access networks in the active ISMP / ISRP rule. The WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule is defined later on.
Below we describe an example algorithm that could be used by the UE to select the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. We note however that the details of this algorithm are expected to be defined by stage-3.

Assume a UE has the following active ISRP rule. Note that a Preference value is assigned to each preferred access network. The smaller the Preference value of an access network, the more preferred this access network is.
· Rule Priority 1: Flow distribution rule for NSWO: Route traffic from YouTube application to the following prioritized accesses:

· Access Priority 1: WLAN, SSID = “myOperator.com” (Preference 101)

· Access Priority 2: WLAN, any SSID, realm = “example1.com”, minimum backhaul bandwidth = 1000 Kbps (Preference 102)

· Access Priority 3: WLAN, any SSID, realm = “example1.com” (Preference 103)
· Rule Priority 2: Flow distribution rule for IFOM: Route traffic to IMS APN to the following prioritized accesses: 
· Access Priority 1: WLAN, any SSID, realm = “example2.com” (Preference 201)
· Access Priority 2: 3GPP access (Preference 202)
Assume also there are the following WLAN networks available:

· WLAN-1: 
· SSID = “free-hotspot.com”

· Realm = “example2.com”

· WLAN-2: 
· SSID = “myOperator.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-3: 
· SSID = “dummyX.org”

· Realm = “example1.com”

· minimum backhaul bandwidth = 500 Kbps

· WLAN-4: 
· SSID = “dummyY.org”

· Realm = “example1.com”

· minimum backhaul bandwidth = 2000 Kbps
Triggered by the active ISRP rule, the UE discovers the available WLAN networks and, for each one, the UE determines the matching Preferences:

· WLAN-1: 
· Matches Preference 201

· WLAN-2: 
· Matches Preference 101

· WLAN-3: 
· Matches Preference 103

· WLAN-4: 
· Matches Preferences 102, 103

The UE then selects the WLAN network that matches the Preference with the smallest value. This is the WLAN access network that best matches the list of preferred access network in the active ISMP / ISRP rule. In the above example, the UE will select WLAN-2. Note that the value of each Preference indicates the relative importance of an access network with respect to the others. Preference 101 has the highest importance as it corresponds to the flow distribution rule with Rule Priority 1 and Access Priority 1.
What happens when the UE determines that two or more WLAN networks best match the list of preferred access networks in the active ISMP / ISRP rule? In this case, the UE selects one WLAN network based on PLMN preferences, i.e. based on which WLAN supports interworking with the most preferred PLMN (as defined by HPLMN). Essentially, the UE runs the existing I-WLAN selection procedure across all WLAN networks that best match the list of preferred access networks in the active ISMP / ISRP rule.
In summary, during Step 1: The UE selects an available WLAN access network that best matches the list of preferred access networks in the active ISMP / ISRP rule. If there are two or more WLAN access networks that best match the list of preferred access networks, the UE selects one by running the existing I-WLAN procedure across all of them.
Step 2) NAI Selection: This step is executed only when EAP-AKA authentication is required over the selected WLAN network (the one selected in Step 1) so the UE needs to construct a NAI. This NAI is constructed based on the most preferred PLMN supported by the selected WLAN network. Note that the UE may have already discovered the PLMNs supported by the selected WLAN, if it executed the I-WLAN procedure in the previous Step 1. The most preferred PLMN can be determined based on existing parameters, such as the “Operator controlled PLMN list”, the “HPLMN Priority Indication”, etc.
The WLAN selection method described above (steps 1 and 2) has the following characteristics:

5. It can select any WLAN network, not only Interworking WLAN networks.

6. It selects a WLAN network based on the active ISMP / ISRP rule thus it respects the “enhanced” selection preferences in the ANDSF policy.
7. It can be used with “enhanced” selection preferences in the active ISMP / ISRP rule, thus it takes into account properties advertized by HS2.0 WLANs (e.g. supported realms, WAN capacity, etc.).
8. When there are multiple WLAN networks available that best match the selection preferences in the active ISMP / ISRP rule, it re-uses the existing I-WLAN procedure to select a WLAN network. However, this I-WLAN procedure considers only the WLAN networks that best match the active rule and, thus, it does not use the “User Contolled WLAN SSIDs” and the “Operator Controlled WLAN SSIDs” (specified in TS 23.234).
9. After WLAN access selection, a NAI can be selected if EAP-AKA authentication is required over the selected WLAN network.
The following flow chart illustrates the UE behavior for WLAN selection based on the enhanced ANDSF rules, as discussed above. 
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******************************* END OF CHANGES *******************************
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